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4.1 Foundation

- From quantum side, I want to know why current
internet is not mainly based on satellite. Technically
difficult? If so, the same reason may be also true for
quantum.

- From quantum Internet side, where can the quantum

Internet contribute to solve the current Internet

problems? (Just only on the security?)

- What are concepts on designing new distributed

computing with a speed faster than light? (managing
appropriately? -> after the concept, security? -> What
is your security target? -> If not yet, let's talk after

applications assumed.)

- From the application point of view, what is the key

differences between quantum link and optical link,
other than the level of synchronicity? (e.g. delay?
bandwidth?), Based on that how we can adopt it on
the architecture, or just considering trustworthy

internet?

- How to scale non-E2E communication? What is the

requirement to build non-E2E fundamental system

which scale?

- What is the actual meaning of the identity in Future

Internet? The discussion is based on the existing
metrics such as actuality, linkability, revocation ability

etc.

- What is the key application of Quantum Networking. In

terms of cyber security viewpoint, it is not necessary
quantum cryptography (but sufficient), but it is also
applicable just a post quantum cipher such as lattice

encryption.

- How will the impact on the network change in each

situation where quantum computing is deployed in

the cloud, at the edge, and on end devices?

- What is the impacts of new and significant

improvement of hardware (layer 1 and 2) to the
classical Internet architecture, including how to
include (invite them to the Internet system) new
segments with new L1/L2 technologies?. Same

question by how to use the Internet.

- How do we handle changes at the operational level?

What kind of trust layer is needed to support Shigeya’

s vision?

- Can we still maintain multiple “personalities” on the

Internet? Anonymity and others

- What and how typical user use Quantum Internet?
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4.2 Philosophy

4.3 Design

- Is “clean slate” possible? Internet was designed as
“clean slate” but additionally people brought tons
of “desires” which requires patches to the original
idea resulting a complex system. When we define a
network architecture in “clean slate” basis, it may be
okay then, but when it is deployed, many unexpected
new requirements might be brought in and still need
patch work extensively.

- Can we make a clean slate and deploy it while
maintaining the interoperability to the current
architecture or we need to switch entirely and cut off
the old system and force them to use the new one?

- What rough architecture can we choose when we
predict that its components will change drastically?
(Current quantum internet is something like analog
telephone network, but final goal will be internet
(asynchronous network).

- Do we have a new concept/design principles/
philosophy for the new architecture?

- What is the concept (goal and principle) of the next
generation of the Internet. Maybe, IOWN has clear
goal, but I don'’t think that is our principle.

- What are the problems and requirements (to solve
them) of each projects which are not solved inside
the individual project, but can be solved by other
projects? If each project has dependency each other
then we will have a good collaboration among them,
but if there is no overlapping issues, then, what can
we get..?

- On each topic have a discussion on their layer/field.
Those of them can be combined with each other
on their own layer. That can make the quite good
layering on their field to make a fair abstraction. To
make an abstraction, we need a philosophy on the
next architecture. What will be that?

- Can we make *ONE* integrated Internet, or not?
Should we?

- What is the future narrow waist to replace IP?

- Should we consider long-term security (information
theoretic security) in future internet?

- What should we do about resource management
(multiplexing) in the Quantum Internet?

- For trusted web, how can we prevent copying or
moving an attribute information (like PII). need to
trust them? how can we detect the abuse of such data?
can quantum internet help to solve these problems in
the future?

- Will the user identity need to be used or needed down
below application layer?

- How we can establish sustainable trust of information

platform, or information circulating on it.
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5.1 WIDE & Quantum Internet Task Force[4]®D O 5 R
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- Meetings
- Strategy meeting @Sept. WIDE Camp
- 1/month C+Q seminar/info sharing session online,
Sept-March(Bilateral seminars on important basic
topics, 45 minutes C, 45 minutes Q)
- Consider all-day tech meeting @December WIDE
Meetings

- Shared technical work topics:
- Concrete use cases: begins w/ info sharing, then
figure out how deep it needs to go
- Mux-ing & resource management: detailed technical
work urgent (req, spec, simulation & emulation)
- Naming: detailed technical work urgent (affects all

protocols) (req, spec, sim & emu)



- AAA: principles & design; implementation not urgent

- Programming model: batch — adaptive — coprocessor

— distributed (long term research)
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- Have Interim meeting

- Reviewing current internet architecture

- Including discussion with with Mobile operators

- ISPs, business side

- Trusted Web Discussion

- Launch discussion at WIDE September Camp

- ReArch maybe multiple-WG activity

- Area ? Parent working group?

- (Lessons: IAB at IETF is not discussing architecture)

- Discussion group at IPA on future architecture (oe,

sekiya, panda)

- (discussion relates to ‘K’ Testbed)

- Freedom of Internet is important

- We're not under the control of Government
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